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Abstract
In digital images, visible watermarks are embedded to convey the ownership information 
directly to the world so that copyright violations can be prevented. The removable visible 
watermarking (RVW) techniques allow the authorized user to remove the watermark from 
the watermarked image and restore the host image with permissible loss. Usually the vis-
ibility of the watermark can’t be increased or decreased based on the application require-
ment. In most of the commercial communication, JPEG images are used over the internet 
because of its reduced size. In this paper a RVW scheme is proposed for JPEG images 
which allows the user to embed watermark in the host image with variable visibility lev-
els. In this scheme, the watermark embedding is performed by modifying the frequency 
coefficients of host image during forward Discrete Cosine Transform phase of JPEG com-
pression. Inverse operation is performed to remove the watermark and to recover the host 
image. Watermark key is used to enhance the security of watermarking scheme. Quality 
metrics of visible watermarking technique are confirmed through experiments.

Keywords Data hiding · DCT · JPEG · Removable visible watermarking

1 Introduction

Data hiding is a prominent area in information security which embeds secret data in digital 
media. It can be broadly categorized into steganography and watermarking. Steganography 
embeds secret information directly in digital media such as text, image, audio and video 
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with the intention of secret communication. Watermarking embeds secret information, 
copyright information or ownership information directly in digital media with the inten-
tion of copyright protection. The secret data or watermark can also be in any format such 
as text, image, audio and video. Digital images are mostly affected by copyright violation 
because they can be easily copied and modified without any visible articrafts. So water-
marking in digital images is always having a special part in watermarking domain. There 
are two categories of watermarking techniques for digital images: invisible and visible. The 
invisible watermarking techniques embed secret information or copyright information into 
a digital media in an undetectable manner. That means the watermark is secretly embedded 
in the host image that cannot be seen by any user through human visual system (HVS).

In contrast, the visible watermarking techniques embed copyright information or own-
ership information in a digital image which can be clearly seen by any user through HVS. 
It directly conveys the copyright information, but it cannot be removed by unauthorized 
users. The uses of watermarking in digital images are copyright protection, ownership 
identification, prevention of illegal use (includes copy, modification, personalization), 
integrity checking etc. Reversible data hiding (RDH) techniques allow the authorized users 
to reconstruct the host image to its original form after the removal of secret data or water-
mark. In RVW, the visible watermark that is embedded into a digital image can be removed 
and the host image can be recovered without distortion or with permissible distortion by 
any authorized users.

In commercial applications, valuable images are digitalized, compressed and then pub-
lished over the Internet by many service providers and individuals. The most preferred 
image format in Internet is Joint Photographic Experts Group (JPEG) image format. JPEG 
compression yields fast transmission, less memory absorption, good image quality, easy 
downloading and uploading. There are lots of security risks to these images that vary from 
transmission errors to creating forged images. Most of these security problems can be 
solved by visible watermarking techniques.

Most of the existing watermarking techniques presented in Sect.  2 can embed visible 
watermarks in digital images, but the visibility or transparency of the watermark in the host 
image cannot be varied (it is fixed). In this paper, a watermark visibility adjustable RVW 
scheme is proposed for JPEG compressed images. The remaining parts of this paper are 
organized as follows. Sections 3 details about watermark embedding process and water-
mark removing process. Section 4 shows the experimental results and performance confir-
mation of the proposed RVW scheme. The conclusions and the suggestions for future work 
are conveyed in Sect. 5.

2  Literature Survey

Considerable quantity of research works were carried out on steganography and water-
marking domain over the past few years. The steganography and watermarking techniques 
[1–8] embed secret data or watermarks in the original host images. In receiving side, after 
the removal of watermark, the host image is highly distorted that cannot be recovered to 
its original form. Some of the recent RDH and RVW schemes denoted below can embed 
watermark in the original host images and the host image can be recovered to its original 
form after the removal of the watermark.

Hu et al. [9] proposed a difference expansion based RDH scheme, in which the differ-
ence between the original image pixel and predicted image pixel is expanded to hide one 
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bit of secret data. In the extraction side, same predicted pixel is calculated to extract secret 
data and to recover the host image. The overflow and underflow pixels are identified by 
2D location map. Secret information and location map are embedded in the host image. A 
capacity raising RDH scheme has been proposed by Lee et al. [10] based on the prediction 
of difference expansion. In this scheme, predictive pixel of a host image pixel is computed 
from its surrounding pixels. Generally the difference values between the host pixels and 
their corresponding predictive pixels are small. Large quantities of smaller difference val-
ues are expanded to hide secret data. The receiver can extract the embedded secret message 
and restore the original pixel according to predictive error. Leung et al. [11] proposed a 
block based RDH scheme that embeds secret data in a host image by modifying the predic-
tion errors. Prediction error values of each block are computed based on the median value.

Qiu et  al. [12] proposed a RDH scheme by extending the generalized integer trans-
formation. In this method, the cover image is divided into blocks and the parameters like 
threshold and capacity parameter can be adaptively selected to embed more data into the 
smooth blocks with less distortion. Huang et al. [13] proposed a RDH scheme for JPEG 
images based on histogram modification. RDH in JPEG images is considerably more dif-
ficult than that in uncompressed images because there is less information redundancy in 
JPEG images. In this technique data embedding is performed based on the modification 
of DCT coefficients. Among the all quantized DCT coefficients, non zero AC coefficients 
are selected for data hiding. Secret data bits are embedded by histogram shifting. Reverse 
shifting is performed to reconstruct the original image.

In our previous work [14], we have proposed a block based RDH scheme for digital 
images. In that, optimal value for each 8 × 8 block is computed, and then the secret data 
is embedded on each block based on the difference between original pixel value and the 
optimal value. The hiding capacity is enhanced in the proposed scheme. Xie et  al. [15] 
proposed a RDH method for JPEG images that improves the embedding capacity of exist-
ing methods. In this method, the secret data is embedded in the host image by doubling the 
selected frequency coefficients. The frequency coefficients are divided into two sets: one 
set comprises blocks containing no (− 3, + 3, − 4, + 4) AC coefficients and the other set 
comprises all the remaining blocks. In the first set, secret data is embedded using Huang 
et al.’s method [13] and the other set uses extended method. A location map is used to dis-
tinguish the sets and this method gives better results when JPEG quality factor is low.

Yang et al. [16] proposed a reversible visible watermarking method which uses human 
visual system (HVS) characteristics to provide visible watermarking. To achieve revers-
ibility, approximate version of the original image is generated and the difference between 
the original image and approximate image is computed. In this method, binary watermark 
images can be visibly embedded in a particular region of the host image. Tsai and Chang 
[17] proposed an approach that visibly hides a binary watermark image into a host image 
using pixel mapping function. Inverse function is used to remove watermark and to restore 
the host image. To provide additional authentication, an integer sequence is generated by 
random variables which is also added into the intermediate watermarks. Farrugia [18] pro-
posed a RVW scheme suitable for lossy compressed images. The proposed mechanism 
embeds a visible watermark in a host compressed image. It also reversibly embeds the 
residual information packet required to restore the watermarked region, in the quantized 
transform coefficients.

Mehra et  al. [19] proposed a RVW scheme that uses the complex mapping of pixels. 
Visible watermark embedding is based on a scaling factor derived by transforming the non-
overlapping 8 × 8 block image into the appropriate DCT domain. Here host image pixel 
values are mapped according to watermark image using complex mapping function. The 
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reverse mapping function is used to remove the visible watermark and reconstructs the host 
image. The overflow/underflow pixels are identified using binary location map which cre-
ates payload overhead. Hsu et al. [20] proposed an RVW scheme for ownership protection 
in multimedia images which embeds a binary image watermark into gray-scale image by 
modifying the pixel values of the host image according to the pixel values of watermark 
image. Further a reversible invisible data hiding is used to hide the watermark information 
which can be used to invert the visible watermark losslessly in the receiving side.

Zhang et al. [21] proposed a RVW scheme for encrypted images. In that scheme, the 
original plaintext image is encrypted by bit-wise exclusive-or operation. Then the data-
hider modifies a part of encrypted data corresponding to the black pixels of a binary water-
mark image to insert the visible watermark. A visible watermarking scheme for Block 
Truncation Coding (BTC) codes of images was proposed in [22]. Here the predicted ver-
sion of the original image is obtained in the watermark region, and then watermark image 
is superposed into bi quantization levels of the BTC image in visible manner. After water-
mark removal, using the relationship of bi quantization levels of the BTC codes, the host 
image can be reconstructed. An improvement in reversible visible watermarking for BTC 
images was proposed by Mohammed et  al. [23] which uses adaptive pixel circular shift 
operation to adjust the host image properties with watermark image properties.

Lossless visible watermarking based on DCT modification is proposed in [24]. In the 
proposed method, DCT coefficients of the watermark image are inserted into the DCT 
coefficients of the host image. Integer DCT is used for frequency transformation and 
reversible integer mapping is used for watermark embedding. Security is enhanced by 
using a random permutation. There exists overflow pixel values that are necessary to be 
embedded into the watermarked image for lossless recovery of the host image. Another 
watermarking scheme based on DCT is proposed in [25], that uses mathematical concept 
(Chinese Remainder Theorem) to embed watermark by modifying the DCT coefficients. 
Robustness of the scheme is increased by applying a voting strategy. This scheme provides 
better result against JPEG attack, but only binary watermark can be embedded in a host 
image. Recently, a RVW scheme for encryption domain is proposed by Yao et  al. [26]. 
Prior to encryption, data inserting positions are dynamically selected using a perceptual 
model. Visible watermark is embedded in the data embedding positions by substitution 
method. The decrypted watermarked image contains watermark which can be perfectly 
viewed. After removing the embedded watermark, the original host image can also be per-
fectly regenerated.

Most of the existing RVW schemes perform watermarking in spatial domain and the 
visibility of the watermark cannot be adjusted based on the application requirement. In 
this paper, a frequency domain based removable visible watermarking scheme is proposed 
which allows the user to adjust the visibility or transparency of watermark in the host 
image. Watermark embedding is performed during forward DCT process of JPEG com-
pression. Watermark removal and reconstruction of host image is performed during inverse 
DCT process of JPEG decompression.

3  Watermark Embedding and Removal

In this section, the process of embedding a watermark image in a host image and water-
mark removal are described. Watermark embedding is performed at forward DCT phase 
of JPEG compression. By modifying frequency coefficients of the host image with respect 
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to the frequency coefficients of watermark image, visible watermarking is performed. The 
general process of JPEG compression, embedding process and hiding the watermark key 
are explained below. The watermark can be removed from the watermarked image by using 
the corresponding reverse mapping and the secret key that gets generated during water-
mark embedding phase.

3.1  JPEG Compression

In JPEG compression, first the source image pixels are divided into number of blocks of 
size 8 × 8. Then the pixels in each block are transformed into frequency domain from spa-
tial domain using Discrete Cosine Transform. The equation for forward DCT shown below 
transforms the image pixel P(x,y) of a block into frequency coefficients F(i,j).

where N = 8 for block size of 8 × 8; i = 1–8; j = 1–8.
F(0,0) is called DC coefficient and all other frequency coefficients are called as AC coef-

ficients. The size is reduced by dividing each frequency coefficient by a particular thresh-
old value. This process is called quantization. The threshold values are arranged as a table 
called quantization table. The compression quality factor of 50% is achieved by the default 
quantization table shown in Fig. 1. After quantization, DC coefficient is encoded using dif-
ferential encoding and AC coefficients are encoded using Run length encoding. Finally it is 
Huffman coded and transmitted as a frame or stored as file.

3.2  Embedding Process

In the watermark embedding process, watermark image is embedded in the host image in 
a visible manner. For watermark embedding, the DCT coefficients of the host image are 
adjusted according to the DCT coefficients of the watermark image. Always the water-
mark image should be smaller than the host image and should be on same format as the 
host image. According to JPEG compression, the original host image is divided into 8 × 8 
blocks and each block is converted from spatial domain to frequency domain using DCT. 
Similarly watermark image is also divided into blocks and DCT coefficients are computed. 
Then the Area of Watermarking (AOW) is identified in the host image. The selected area 

(1)F(i, j) =
1

√
2N

C(i)C(j)

N−1�
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Fig. 1  JPEG default quantization 
table
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or region in the host image used for watermark embedding is called as AOW. DCT coef-
ficients of each block in the selected area are processed as follow. Let A be the first DCT 
block in the selected area of host image and B be the first DCT block of the watermark 
image.

For i = 1–8 and j = 1–8.

The watermark visibility can be varied using Eqs. (2) and (3). The division operations 
are optional operation. If the user wants to reduce the visibility of host image, he can use 
the division operation in Eq. (2). Otherwise the host image AC coefficients are kept as it 
is. Similarly if the user wants to reduce the visibility of watermark image, he can divide all 
the AC coefficients of block B by 2 as in Eq. (3). Otherwise the watermark image AC coef-
ficients are kept as it is. So this division operation gives flexibility to the users to adjust the 
visibility or transparency of the watermark. Possible combination of this division operation 
in watermark embedding is shown in Table 1.

The division by 2 operations creates round off problem. For example, if the AC coeffi-
cient is 8, division by 2 yields 4. But if it is 11, the integer division by 2 again yields 5. This 
creates a round off problem. This will not produce any perceptual problem after watermark 
removal in the receiving side. This round off may create small variation in the pixel value 
during dequantization. So in the receiving end after watermark removal, the recovered host 
image pixel values are not exactly same as the JPEG decompressed pixel values. Therefore 
the proposed RVW scheme will not produce exact lossless recovery of host image. Instead, 
it will produce nearly lossless recovery of host image with permissible distortion.

After division operation, AC coefficients of block A is added with corresponding AC 
coefficients of block B and stored in block C. DC coefficient of block C is assigned as 
DC coefficient of block B. Then the block A in the host image is replaced by block C. 
These operations are performed for all blocks of the selected area in the host image to com-
plete the watermark embedding process. Finally the host image is quantized and entropy 
encoded according to JPEG compression to construct the JPEG compressed watermarked 
image.

The proposed algorithm can be explained with an example. Figure 2 shows the modi-
fications occurring in an example DCT coefficients block of size 8 × 8. A sample DCT 

(2)A(i, j) = A(i, j)∕2

(3)B(i, j) = B(i, j)∕2

(4)C(i, j) = A(i, j) + B(i, j).

(5)C(1, 1) = B(1, 1).

Table 1  Division operation in watermark embedding

Sl. no. Host image Watermark image Remark

1 No division No division Visibility of both images are not changed
2 No division Division Visibility of watermark image is half reduced
3 Division No division Visibility of host image is half reduced
4 Division Division Visibility of both images are half reduced
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block of a host image is shown in Fig. 2a. Figure 2b shows a sample 8 × 8 DCT block 
of a watermark image. Let the visibility of the host image is half reduced. Therefore 
integer division is performed on each coefficients of host image by 2 to produce the 
half reduced DCT of the host image as shown in Fig. 2c. The DC coefficient of the host 
image in Fig. 2c is directly replaced by the DC coefficient of watermark image block 
and AC coefficients of Fig. 2c is added with corresponding AC coefficient of Fig. 2b to 
construct the DCT block of watermarked image as shown in Fig. 2d.

The DC coefficient of each original host image block in AOW is quantized using 
default JPEG quantization table value 16 and combined as secret key which is called as 
watermarking key K. Let  a1 be the DC coefficient value of block 1,  a2 be the DC coef-
ficient value of block 2 etc. Hence the watermarking key K is in the form of

where N = Number of blocks in the watermarking area AOW,

Flow chart for the proposed watermark embedding process is shown in Fig.  3. Let 
the host or cover image is I and the watermark image is W. Both I and W are separated 
into 8 × 8 blocks and forward DCT is applied. The area of watermarking is selected in 
the cover image. DC coefficient of each block of AOW is extracted as secret key. Fre-
quency coefficient of I in AOW is modified according to the frequency coefficients of W. 
Then quantization is performed using JPEG quantization table. In the quantized DCT 
block of I, secret key is hidden using the reversible invisible data hiding scheme pro-
posed in Sect. 3.3. Finally entropy encoding is performed to get the JPEG compressed 

(6)K = b1 || b2 || b3 || ⋯ || bN

bi = Round
( ai

16

)
.

(a) DCT Block of host image    (b) DCT block of Watermark image 

(c) Half reduced DCT Block of host image     (d) DCT block of watermarked image 

Fig. 2  Modification of DCT coefficients in an example block
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watermarked image. When the resultant image is decompressed, the watermark is 
clearly visible in the JPEG image.

Fig. 3  Flow chart of the proposed watermark embedding scheme
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3.3  Hiding Watermark Key

The watermark key K can be hidden invisibly in the blocks of the image where visible 
watermarking is performed. That is the AOW in the host image I can be used to hide the 
key K also. K is an array consisting of Quantized DC coefficients of all the blocks in the 
watermarking area which is shown in Eq.  (5). If it is desirable to have high security the 
watermark key can be XORed with user’s private key before hiding in the image. Other-
wise the key K can be directly hidden in the host image.

The first value  b1 is selected and converted into 6 digit binary number. Then split the 
6 digit binary number into 2 halves: first half consists of 3 Most Significant Bits (MSB) 
and second half consists of 3 Least Significant Bits (LSB). Then convert the 2 halves into 
decimal numbers. Select a quantized DCT block in the host image. In the quantized DCT 
block, higher frequency coefficients are zero and lower frequency coefficients are nonzero 
values. The nonzero coefficients are run length encoded. First two zero coefficients are 
replaced by 2 decimal numbers of the key. Figure 4 shows the Zig-Zag scanning of a sam-
ple quantized block for entropy encoding. The zeros shown in bold letters are replaced by 
the 2 digits of the key (Integer form of  b11 and  b12 for the block  b1) of the particular block.

where

3.4  Watermark Removal

The watermark can be removed from the watermarked image by using the correspond-
ing reverse mapping during JPEG decompression. Watermark image and watermark key 
are needed to remove the watermark from the watermarked image and to restore the host 

(7)b1 = b11 || b12

b11 = MSB3 (b1)

b12 = LSB3 (b1).

Fig. 4  Zig-Zag scanning
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image. According to JPEG decompression procedure, the watermarked image is entropy 
decoded to produce quantized DCT coefficients. Then the AOW is identified and water-
mark removal is performed as follow.

1. Let the first block in AOW is C.
2. Watermarking key of the block is extracted using following steps

a. The 2 elements that lies between non-zero coefficients and zero coefficients are 
separated as watermark key elements and replaced by zeros.

b. The first key element is converted into 3 bits binary and second element is converted 
into 3 bit binary.

c. Then the two binary numbers are concatenated to form a 6 bits binary number.
d. The 6 bits number is converted into decimal form, which is the watermark key  k1 

of the block A (It represents the DC coefficient of the original host image).

3. The DC coefficient of the block C is directly replaced by watermarking key  k1 of block.
4. Then dequantization is performed on the block.
5. Meanwhile the first block of the watermark image is converted into frequency domain 

using forward DCT.
6. After dequantization, the AC coefficients of the block are first subtracted by correspond-

ing AC coefficients of the watermark image block.
7. Then it is multiplied by 2. (This multiplication operation is performed as optional opera-

tion against the division operation performed according to Table 1).

This process is repeated for all the blocks in AOW of the watermarked image. 
Finally, inverse DCT is performed to obtain the original host image. The reverse pro-
cess of Eqs.  (2)–(4) is performed for watermark removal. The operations performed 
in Eqs.  (8) and (10) are optional operations. If the visibility of the host image and/or 
watermark image is changed according to Table 1, then these operations are performed.

For i = 1–8 and j = 1–8.

4  Results and Discussion

The proposed RVW technique is implemented in MATLAB and tested with sev-
eral monochrome and color images to quantitatively measure the effectiveness of the 
scheme. In watermarking techniques, quality of watermarked image and watermark vis-
ibility or transparency are the important metrics to be considered. To measure the image 

(8)B(i, j) = B(i, j)∕2

(9)A(i, j) = C(i, j) − B(i, j)

(10)A(i, j) = A(i, j) ∗ 2.

(11)A(1, 1) = k1.
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quality, the Peak Signal-to-Noise Ratio (PSNR) value is often used. The unit of PSNR 
is decibel (dB).

where 255 represents the maximum pixel value and MSE is the mean square error between 
the original image and the watermarked image.

where I is the host image and Ī is the watermarked image, H and W represents the height 
and width of the image respectively. As there is no direct tool to measure the watermark 
visibility, it can be observed by human visual system through the resultant watermarked 
images. Four sample 24 bit color images of size 512 × 512 chosen are Lena, Barbara, 
Airplane and House images. The watermark sample image of different sizes 256 × 256, 
128 × 128 and 64 × 64 is considered for watermark embedding.

The sample watermarked images with different watermark visibility are shown 
in Fig.  5. The perceptual variation in the visibility of the watermark can be directly 
observed from the resultant watermarked images through human visual system. In 
the first watermarked image, visibility of the watermark image is not reduced, which 
means the visibility of the watermark image is completely exposed. In the second 
watermarked image, visibility of the watermark image is half reduced. And in both 
cases visibility of the host image is half reduced. The visibility of the watermark can 
be adjusted as shown in the resultant watermarked image which is the important fea-
ture of the proposed scheme. Other visibility or transparency adjustments as mentioned 
in Table 1 are also performed as per the application requirement.

The comparison of image quality between the original host image and watermarked 
image for different sizes of watermark are shown in Table 2 and Fig. 6. JPEG compres-
sion itself reduces the image quality into approximately 35  dB PSNR with standard 
quantization table (quality factor of 50). Image quality degradation after watermark-
ing is very less when compared with image quality degradation in JPEG compression. 
It is nearly 10 dB. In the receiving end, after watermark removal, the host image can 
be approximately recovered from the watermarked image. That is image quality of 
the recovered host image is approximately same as the quality of JPEG decompressed 
image.

The proposed scheme can be used for grayscale images also. Four sample 8-bit 
grayscale images Barbara, Boat, Baboon and Airplane are chosen to demonstrate the 
watermark visibility and image quality. The watermark of size 128 × 128 is embedded 
into the chosen images that are shown Fig. 7. The PSNR values after JPEG compres-
sion and after watermarking are shown in Table 3. The good image quality and high 
watermark visibility of the proposed technique can be observed through the results.

The comparison of image quality between the proposed scheme and other compres-
sion based RVW schemes are shown in Table 4. For this comparison, watermark size 
of 128 × 128 and JPEG compression with quality factor 50 is used. On the other hand, 
the proposed scheme is compared with existing schemes that didn’t use compression. 
According to this comparison, the PSNR value is measured only for the AOW of the 
watermarked image with respect to the AOW of the original host image. Then the 

(12)PSNR = 10 ∗ log10

(
2552

MSE

)

(13)MSE =
1

H ∗ W

H−1∑

x=0

W−1∑

y=0

[
I(x, y) − Ī(x, y)

]2
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measured PSNR values for different images are compared with existing schemes that 
represent the PSNR value of the AOW of watermarked images. This type of perfor-
mance comparison for Lena, Airplane and Baboon with watermark size of 128 × 128 
is shown in Table 5. For this comparison, JPEG compression with quality factor 100 

Fig. 5  Original image and watermarked images with full watermark visibility and half watermark visibility 
for a Lena, b Barbara, c Airplane, d House Images. (Color figure online)



Watermark Visibility Adjustable RVW Scheme for JPEG Images  

1 3

is used. The results show that the proposed algorithm has high image quality than the 
existing schemes in the literature.

Table 2  Image quality comparison for color images

Sl. no. Image PSNR after 
JPEG compres-
sion

Watermark size PSNR of watermarked 
image with full water-
mark visibility

PSNR of watermarked 
image with half water-
mark visibility

1 Lena 36.70 256 × 256 18.45 22.32
128 × 128 24.06 27.12
64 × 64 32.56 35.80

2 Barbara 32.12 256 × 256 15.98 18.04
128 × 128 20.26 23.38
64 × 64 26.59 29.89

3 Airplane 38.09 256 × 256 19.98 23.57
128 × 128 24.51 28.71
64 × 64 30.89 35.45

4 House 35.42 256 × 256 17.31 19.22
128 × 128 22.44 24.84
64 × 64 28.94 31.95

Fig. 6  Watermark size versus 
PSNR
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Fig. 7  Watermarked images for a Barbara, b Boat, c Baboon and d Airplane grayscale images



 D. R. D. Brabin et al.

1 3

5  Conclusion

A JPEG image based RVW scheme is proposed in this paper. The watermarking scheme in 
JPEG is important because many commercial applications use JPEG compressed images. 
Different sizes of watermarks can be embedded in different region of host image using this 
scheme. Experimental results confirm that the proposed scheme has high watermark vis-
ibility and good host image quality. Another advantage of the proposed technique is that 
the visibility of the watermark can be adjusted based on the user requirement. One who has 
the watermark and secret key can only remove the watermark and recover the host JPEG 
image in its original state. Thus it enhances the security. This method can be extended to 
video compression standards like MPEG and H.264.

Table 3  Image quality 
comparison for grayscale images

Sl. no. Image PSNR after JPEG 
compression

PSNR after 
watermarking

1 Barbara 32.95 25.73
2 Boat 35.49 24.38
3 Baboon 30.50 25.43
4 Airplane 37.76 27.86

Table 4  Image quality 
comparison with compression 
based RVW schemes

Sl. no. Image PSNR (dB)

Yang et al. 
scheme 
[22]

Mohammad 
et al. scheme 
[23]

Proposed scheme

1 Lena 24.05 24.91 26.37
2 Baboon 24.12 24.52 25.43
3 Airplane 23.55 25.08 27.86
4 Barbara 23.68 24.22 25.73

Table 5  Image quality 
comparison with RVW schemes 
that didn’t use compression

Sl. no. Reference scheme PSNR (dB)

Lena Airplane Baboon

1 Taha et al. scheme [7] – 39.41 30.01
2 Hsu et al. scheme [20] 37.17 37.17 37.17
3 Lin et al. scheme [24] 38.47 38.28 –
4 Shiu et al. scheme [25] 33.73 33.76 34.87
5 Yao et al. scheme [26] 35.93 – 36.56
6 Proposed scheme 40.57 42.11 38.10
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